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SUMMARY 

Radio Physics Solutions Limited (“Radio Physics”) requests waiver of Sections 

101.109(c), 101.111, 101.115(a), 101.115(b), and 101.1507 of the Commission’s rules to permit 

the certification and operation of the Radio Physics stand-off threat detection device in the 71-86 

GHz band.  The Radio Physics stand-off threat detection device uses advanced radio frequency 

and artificial intelligence technology to detect concealed weapons and threats on a person at a 

distance of up to approximately 150 feet.  In this way, it differs fundamentally from current 

security methods, such as portal scanners, handheld scanners, or pat-downs, which only detect 

threats in close proximity.  Because the Radio Physics system can detect concealed threats at 

stand-off distances it has enormous benefits in protecting safety of life, particularly in areas in 

which more obtrusive security methods are not appropriate. 

Radio Physics has conducted testing to demonstrate use of the Radio Physics stand-off 

threat detection device will not result in harmful interference to other services in the 71-86 GHz 

band.  The device uses a narrow spot beam (~30 cm at 100 feet), low antenna height and down-

tilt, and swept signal that mitigate the possibility of interference.  To further ensure no harmful 

interference will result, Radio Physics also proposes use of the Radio Physics stand-off threat 

detection device be conditioned on frequency coordination and site registration.  With respect to 

vehicular radar in the 76-81 GHz band, Radio Physics proposes use of the device to illuminate 

public roadways be prohibited.   

Grant of the requested waiver is in the public interest as use of the Radio Physics stand-

off threat detection device will promote safety and security at vulnerable locations such as 

schools, government buildings, and places of worship without causing harmful interference to 

other users. 
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To:  The Commission 

PETITION FOR WAIVER OF RADIO PHYSICS SOLUTIONS LIMITED 

Pursuant to Sections 1.3 and 1.925 of the rules and regulations of the Federal 

Communications Commission (“FCC” or “Commission”), Radio Physics Solutions Limited 

(“Radio Physics”) hereby requests waiver of Sections 101.109(c), 101.111, 101.115(a), 

101.115(b), and 101.1507 to permit the certification and operation of the Radio Physics stand-off 

threat detection device in the 71-86 GHz band.  As described herein, the Radio Physics stand-off 

threat detection device uses advanced radio frequency and artificial intelligence technology to 

detect concealed weapons and threats on a person at a distance of up to approximately 150 feet.  

Grant of the requested waiver is in the public interest as use of the Radio Physics stand-off threat 

detection device will promote safety and security at vulnerable locations such as schools, 

government buildings, and places of worship.  

I. Background on Radio Physics 

Headquartered in Ely, England, Radio Physics was founded in 2008 by Anglo Scientific 

to develop a stand-off threat detection technology to address the proliferation of suicide 

bombings around the globe.  In 2013, Radio Physics secured intellectual property rights to the 

technology that underlies the current stand-off threat detection device.  The technology, 
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originally conceived at Manchester Metropolitan University and funded by the UK Home Office 

and Metropolitan Police, and later developed by Radio Physics, combines a novel radio 

frequency technique, advanced mathematics, and artificial intelligence in order to detect 

concealed threats – such as suicide vests, automatic weapons, and/or large quantities of 

ammunition – at a distance so that the threats can be forestalled or prevented before innocent 

lives are lost. Recently, the Radio Physics stand-off threat detection device has been used in 

deployments and demonstrations in multiple territories throughout the world. 

II. Background on Radio Physics Stand-Off Threat Detection Device 

The Radio Physics stand-off threat detection device1 is based on a novel technology that 

integrates proprietary radio frequency signal processing technology with advanced mathematics 

video analytics and artificial intelligence to identify concealed metallic and non-metallic 

weapons on a person.  The technology works by comparing radio frequency signal returns 

against the known signatures of potential threats (e.g., shrapnel, bomb vest, assault rifles, etc.).  

The stand-off threat detection system uses 15 GHz of spectrum to achieve a granularity that 

distinguishes benign objects such as cell phones and keys from actual threats.  The system scans 

individuals, in about a second, using a 30 cm beam covering the area where a threat would be 

carried.  Individuals are scanned one at a time by a spot beam approximately 30 cm in diameter 

using a 1 degree beamwidth directional antenna.  Scans take place at a distance of up to 

approximately 150 feet from the Radio Physics stand-off threat detection device and each scan is 

completed in less than 1 second.  As a result, unlike with portal scanners, individuals are not 

required to stop to be scanned.  In addition, no imaging takes place, thus the privacy concerns 

1 The Radio Physics stand-off threat detection device is referred to as MiRTLE during current development.  
Because the device may be rebranded prior to deployment, it is referred to generically as the Radio Physics stand-off 
threat detection device.  Technical details describing the device are attached as Exhibit A.  
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implicated by imaging scanners are not raised.  Instead, the Radio Physics stand-off threat 

detection technology produces visual and audio prompts to indicate to the operator that a threat 

has been detected.  This approach is far less intrusive than any other threat detection technology 

available today, and so it is appropriate for areas such as schools, religious sites, and public 

transportation stations where other security methods, such as portal scanners or pat-downs, may 

be inappropriate or impracticable.   

Figure 1.  Illustrations of Radio Physics stand-off threat detection device 

When deployed pointing to a fixed entrance, the Radio Physics device can screen up to 

600 people per hour passing through that entrance.  Because of its long-range stand-off threat 

detection capabilities, threats are identified earlier and at greater distances from protected areas 

compared to other short-range detectors or portal detectors.   
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Using current technology, if people are screened at all, it is at entrances to facilities and is 

accomplished through portal, handheld scanning devices, or pat-downs.  In these cases, the threat 

is already in close proximity to people, including security screening personnel, or may already 

have obtained some level of access to the interior of the protected building.  Since the Radio 

Physics system can detect concealed threats at stand-off distances of up to 150 feet, subjects can 

be identified as potential threats while moving within the range of the system but before they 

reach a checkpoint, thereby offering a proactive and pre-emptive response as opposed to a 

reactive response. The ability to be proactive has enormous benefits in saving lives and 

protecting critical infrastructure. Radio Physics, adds a layer of security to existing networks as 

generally depicted below: 

Figure 2.  Illustration of Threat Detection Area 

  The population being screened is less concentrated in this area, making the greater area 

less of a target, allowing for earlier detection of the potential threats, and detection at a time and 

place where fewer people are likely to be casualties.  This type of screening conducted by the 

Radio Physics technology saves lives.  First, many more threats will be detected, and disasters 

avoided because of the intervention of security personnel, and if – sadly – any explosion 

happens, it will be in a far less crowded area.   

Arena

Threat detection area
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Second, this allows people to be screened for threats without funneling or channeling 

them into a detector, and without requiring them to open bags or backpacks.   

There are a number of specific use cases that Radio Physics has been asked to serve with 

its stand-off threat detection device system, including: 

 School entrances – to detect school bombers or shooters 

 Concert venues – to screen concert-goers 

 Sports venues – to screen patrons 

 Religious Sites – to screen at places of worship 

The use cases are in areas where there are pedestrian crowds, which could be vulnerable 

to threats, and where it is too costly, burdensome, and difficult to use and deploy other types of 

threat detection.  It is simply impractical to deploy metal detectors and wands everywhere, and 

the public would probably object if this were the case.  

The Radio Physics stand-off threat detection device screens crowds without intrusion, 

without slowing people down from their normal activities, and offers a new way to keep public 

spaces safe. 

III. Request for Waiver 

The Commission may grant a waiver under Section 1.3 of its rules where good cause is 

shown.2 Good cause may be demonstrated by showing that “particular facts would make strict 

compliance inconsistent with the public interest.”3  To make this public interest determination, 

the waiver cannot undermine the purposes of the rule, and there must be a stronger public 

2 47 C.F.R. § 1.3. See also ICO Global Communications (Holdings) Limited v. FCC, 428 F.3d 264 (D.C. Cir. 2005); 
Northeast Cellular Telephone Co. v. FCC, 897 F.2d 1164 (D.C. Cir. 1990); WAIT Radio v. FCC, 418 F.2d 1153 
(D.C. Cir. 1969). 

3 Northeast Cellular, 897 F.2d at 1166; see also ICO Global Communications, 428 F.3d at 269 (quoting Northeast 
Cellular); WAIT Radio, 418 F.2d at 1157-59.
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interest benefit in granting the waiver than in applying the rule.4  Similarly, waiver may be 

granted under Section 1.925 of the Commission’s rules if it is shown that:  

(i)  The underlying purpose of the rule(s) would not be served or would be frustrated by 

application to the instant case, and that a grant of the requested waiver would be in the 

public interest; or

(ii)  In view of unique or unusual factual circumstances of the instant case, application of 

the rule(s) would be inequitable, unduly burdensome or contrary to the public interest, or 

the applicant has no reasonable alternative.5

Radio Physics requests waiver of the following rules:6

o 47 C.F.R. § 101.109(c): Limits bandwidth to 5 GHz. Radio Physics requests 15 
GHz bandwidth.   

o 47 C.F.R. § 101.111(v): Provides out-of-band emission limits based on a 500 
MHz bandwidth. Radio Physics requests 15 GHz bandwidth. 

o 47 C.F.R. § 101.115(a): Requires major radiation lobe pointed at receiver.  Radio 
Physics requests to receive reflection from main lobe emissions. 

o 47 C.F.R. § 101.115(b): Requires minimum 43 dBi antenna. Radio Physics 
requests 42 dBi antenna. 

o 47 C.F.R. § 101.1507: Requires point-to-point operation. Radio Physics proposes 
radar operations. 

4 See, e.g., WAIT Radio, 418 F.2d at 1157 (stating that even though the overall objectives of a general rule have 
been adjudged to be in the public interest, it is possible that application of the rule to a specific case may not serve 
the public interest if an applicant's proposal does not undermine the public interest policy served by the rule); 
Northeast Cellular, 897 F.2d at 1166 (stating that in granting a waiver, an agency must explain why deviation from 
the general rule better serves the public interest than would strict adherence to the rule). 

5 47 C.F.R. § 1.925(b)(3) (emphasis added). 

6 Radio Physics is requesting waiver of certain Part 101 rules, because it is proposing Part 101 conditional licensing 
and registration of device operations, as described below.  If the Commission determines that a waiver is not 

appropriate under Part 101, Radio Physics alternatively requests this Petition be considered under sections 95.3331 
(permissible use), and 95.3379 (power limits outside of 76-81 GHz band) or 90.103(b).  The same coordination and 
registration conditions proposed herein would be applied under a Part 95 licensing-by-rule regime or Part 90 

licensing.   
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Very serious and important public interest needs justify Radio Physics’ requested waiver.  

Recent mass casualty crimes and acts of violence demonstrate and support the need for reliable 

and innovative means to protect the public.  In 2017, the Bureau of Alcohol, Tobacco, and 

Firearms recorded 1,228 bomb threats in the U.S.  This includes a 30% increase since 2016 in 

threats targeting assemblies.  237 of these bomb threats were made against educational facilities.7

Six of the top 10 deadliest mass shootings in the U.S. have occurred since 2012.  The FBI 

identified 50 shootings in 2016 and 2017 as active shooter incidents.  This is defined as one or 

more individuals actively engaged in killing or attempting to kill people in a populated area.8

These 50 shootings resulted in 943 casualties (excluding the shooters), with 221 people killed, 

including 13 law enforcement officers.   

Some of the more widely known recent incidents include: 

 April 15, 2013 – Dzhokhar Tsarnaev and Tamerlan Tsarnaev detonate two 

homemade bombs at the Boston Marathon killing three and wounding more than 

250 people. 

 October 1, 2017 – Stephen Paddock kills 58 people and injures over 800 at the 

Route 91 Harvest Music Festival in Las Vegas, Nevada using 22 semi-automatic 

rifles, a bolt-action rifle, and a handgun.  

 December 11, 2017 - Akayed Ullah attempts to detonate a pipe bomb in a New 

York City Times Square subway station.  Three people are injured as the device 

malfunctions.  

7 https://www.atf.gov/file/128106/download 

8 https://www.fbi.gov/file-repository/active-shooter-incidents-us-2016-2017.pdf/view
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 October 27, 2018 - Robert Bowers kills 11 people at the Tree of Life Synagogue 

in Pittsburgh, PA using a semi-automatic rifle and three handguns.  

The Radio Physics stand-off threat detection device provides early warning stand-off 

detection of person-borne concealed threats, in order to improve security procedures by 

facilitating the identification of concealed dangerous objects.  This promotes national security 

objectives and helps to prevent mass casualty crimes against public and protected venues, 

including schools, government buildings, stadiums, places of worship, and retail businesses.   

The Radio Physics stand-off threat detection device detects concealed person borne 

threats at distances of up to 150 feet, well before and in advance of existing security 

infrastructure, thereby promoting the ability for early intervention by security operators.  Unlike 

full-body scanners such as those typically used for security screening at airports, the Radio 

Physics stand-off threat detection device does not produce an image of the scanned person’s 

body.  Instead, threats are identified by innovative engineering mathematics, video analytics, and 

artificial intelligence.  Because of the unobtrusive nature of its operations, the Radio Physics 

stand-off threat detection device has major advantages over currently used portal and handheld 

scanners in places such as schools and religious buildings. 

In addition, in light of the unique nature of the Radio Physics stand-off threat detection 

device, application of the rules would be inequitable and contrary to the public interest.  The 

Radio Physics stand-off threat detection device requires at least 15 GHz of spectrum to achieve 

adequate resolution for the advanced threat detection techniques to function.  The FCC’s rules do 

not include a spectrum allocation with sufficient bandwidth to operate the Radio Physics stand-

off threat detection device.  The FCC has used the waiver process to authorize similar 
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technologies that use large amounts of bandwidth not suitable for a standard frequency 

allocation.   

For example, the Commission previously granted a waiver to L-3 Communications 

Security and Detection Systems, Inc. (“L-3”) for its ProVision portal screening device that is 

used and deployed at locations such as airports to identify metallic and non-metallic weapons or 

contraband on a person.  The ProVision system operates using 20 GHz of spectrum spanning 

several allocations and Part 15 “restricted bands.”9  In granting waiver, the Commission found 

that ProVision would serve the public interest “because its enhanced resolution and scanning 

depth will help improve security procedures at entry checkpoints by facilitating the identification 

of concealed dangerous objects, thereby promoting national security objectives.”10  The 

Commission also found that “with appropriate operational and technical restrictions to prevent 

harmful interference to authorized services, granting L-3’s request for waiver does not 

undermine the policy underlying our rules, i.e., to prevent harmful interference to authorized 

services.”11  Similarly, the Radio Physics stand-off threat detection device will promote safety 

and security through stand-off threat detection.  The technical conditions proposed by Radio 

Physics will ensure no harmful interference will result to other operations.  

IV. The Radio Physics Stand-Off Threat Detection Device Will Not Cause 
Harmful Interference to other Radio Services 

The Radio Physics stand-off threat detection device’s proposed operations span several 

allocations across the 71-86 GHz bands.  These include fixed/mobile/fixed satellite, mobile 

9 See L-3 Communications Security and Detection Systems, Inc. Request for Waiver of Sections 15.31(c), 15.35(b) 
and 15.205(a) of the Commission’s Rules to Permit the Deployment of Security Screening Portal Devices that 
Operate in the 20-40 GHz Range, Order, ET Docket No. 16-45, DA 16-1075 (2016). 

10 Id. 

11 Id. 
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satellite, broadcast and broadcast satellite, radiolocation, millimeter wave datalinks in the 71-76 

GHz and 81-86 GHz bands, vehicular radar in the 76-81 GHz band, amateur and amateur 

satellite services.  Radio Physics believes interference to these services is extremely unlikely 

given the Radio Physics stand-off threat detection device’s operating characteristics.  The Radio 

Physics stand-off threat detection device uses a highly directional 42 dBi gain antenna that 

illuminates an area approximately 30 cm wide 100 feet from the transmitter.  The device also 

employs a duty cycle of no greater than 50% and a 15 GHz sweep time of up to 300 

microseconds.  Radio Physics’ stand-off threat detection devices typically will be deployed at 

fixed locations at antenna heights of 15 feet above ground with down-tilt of at least 3 degrees.  

These parameters result in very low likelihood of interference to other services.  As the 

Commission previously found when authorizing tank level probing radars in the 75-85 GHz 

band, “the extreme propagation losses of radio signals at these frequencies [will] mitigate any 

potential harmful interference beyond a very short distance” from the deployed device.12

Radio Physics believes, however, additional conditions of operation are warranted to 

ensure harmful interference is prevented, in particular to federal users, the Part 95 76-81 GHz 

band service, radio astronomy at 76-77.5 GHz and 78-85 GHz, and Part 101 71-76 GHz and 81-

86 GHz point-to-point microwave operations.  Each of these cases is addressed below. 

A. Part 101 70-80-90 GHz Band Service data links 

Radio Physics engaged MiCOM Labs (“MiCOM”), an FCC authorized 

Telecommunications Certification Body, to test the Radio Physics stand-off threat detection 

device for interference to other operations.  With respect to point-to-point operations in the 71-76 

12 Amendment of Part 15 of the Commission’s Rules to Establish Regulations for Tank Level Probing Radars in the 
Frequency Band 77-81 GHz, Amendment of Part 15 of the Commission’s Rules to Establish Regulations for Level 
Probing Radars and Tank Level Probing Radars in the Frequency Bands 5.925-7.250 GHz, 24.05-29.00 GHz and 
75-85 GHz, Report and Order and Order, FCC 14-2 (2014). 
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and 81-86 GHz band MiCOM’s tests detected no harmful interference to point-to-point 

operations under expected operating conditions.  MiCOM’s tests only observed interference to 

point-to-point microwave operations when the Radio Physics stand-off threat detection device 

was directed to within 2 degrees or less of the victim receiver boresight.  This is a condition 

which will not occur in real world operations as Radio Physics stand-off threat detection devices 

are operated at low antenna heights directed to the ground, while point-to-point antennas operate 

on roof tops or antenna towers directed to other high site antennas.  See Figure 2, below.  

Interference was not observed at discrimination angles greater than 2 degrees.  A report from 

MiCOM, an FCC-authorized Telecommunications Certified Body, describing the testing is 

attached as Exhibit B.   

Figure 3.  Illustration of millimeter wave datalink installation on rooftop with Radio 
Physics stand-off threat detection device installation at doorways to scan people  

However, in the interest of ensuring that no interference will occur, or that if interference 

does occur it can be quickly mitigated, Radio Physics proposes that Radio Physics stand-off 
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threat detection device operations be subject to licensing requirements and to the coordination 

requirements in Section 101.1523 of the Commission’s rules. Each Radio Physics stand-off 

threat detection device would be required to complete coordination and register with a third-

party database provider prior to commencing operations.  This would entail completing the green 

light/yellow light coordination process to ensure no interference to Federal systems was present.  

Use of the coordination and database registration procedure, combined with the Radio Physics 

stand-off threat detection device operating characteristics, would eliminate the risk of 

interference to the Part 101 70-80-90 GHz band service.    

B. Federal Users 

With respect to Federal users, the coordination requirements in Section 101.1523 of the 

Commission’s rules would require each Radio Physics stand-off threat detection device 

deployment to complete the green light/yellow light NTIA coordination process to ensure no 

interference to Federal systems was present.  Use of the coordination procedure, combined with 

the Radio Physics stand-off threat detection device operating characteristics, would eliminate the 

risk of interference to Federal systems.   

C. Part 95 76-81 GHz Band Radar Service – The Radio Physics stand-off threat 
detection device is not intended to illuminate public roadways 

The Radio Physics stand-off threat detection device will not result in harmful interference 

to the Part 95 76-81 GHz band radar service, which is most commonly used for vehicular radar. 

The primary reason for this is that the Radio Physics stand-off threat detection device is not 

intended to illuminate public roadways.  The Radio Physics stand-off threat detection device is 

intended for use in areas where individuals are present such as indoors, entrances to buildings, 

and security checkpoints.  The Radio Physics stand-off threat detection device is not able to scan 

for threats concealed within vehicles and the body material of a vehicle will block the Radio 
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Physics stand-off threat detection device signal.  Consequently, properly conducted Radio 

Physics stand-off threat detection device deployment will avoid areas where Radio Physics 

stand-off threat detection device would be aimed or directed at vehicles.  Because the Radio 

Physics stand-off threat detection device uses a very narrow 30 cm spot beam (at 100 feet), 

installation can readily avoid areas that are not intended to be scanned. The installation and 

training provided to Radio Physics stand-off threat detection device users, who will be securing 

licenses from the FCC for operations, will train those users not to illuminate public roadways. 

To examine even the theoretical possibility of interference to vehicular radar, Radio 

Physics again worked with MiCOM on various testing scenarios.  MiCOM’s testing 

demonstrates that no harmful interference will result to vehicular radar.  As shown in MiCom’s 

test report, various configurations of test vehicle and the Radio Physics stand-off threat detection 

device, failed to produce any scenario in which harmful interference to vehicular radar was 

observed.  Because of the duty cycle and fast sweep time, a Radio Physics stand-off threat 

detection device signal is only present in the vehicular radar band (5 GHz) for 100 microseconds, 

every 600 microseconds (i.e. 16% of the time) based on a 300 microsecond sweep, 15 GHz 

bandwidth and 50% duty cycle.  To the extent that vehicular radar uses less than the full 5 GHz 

bandwidth, in-band time of the Radio Physics device will be further reduced. Thus, the Radio 

Physics stand-off threat detection device signal is either not seen by the vehicular radar or 

rejected as noise.

In preparing to file this Petition for Waiver with the FCC, Radio Physics consulted with 

experts in the design and operation of vehicular radar systems.  The low duty cycle of the Radio 

Physics stand-off threat detection device signal across the vehicular radar band aids in ensuring 

that the noise floor across which vehicular radar operates is not raised significantly.  In fact, the 
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presence of an additional car in a block has much more impact on a vehicle operating its radar 

than the Radio Physics stand-off threat detection device.  Despite the testing and calculations, 

Radio Physics wants to reiterate that its system is not intended to illuminate public roadways, 

and all installations will avoid any directed energy at vehicles.  This additional technical analysis 

was undertaken to explore in greater depth the sensitivity of vehicular radar, to ensure that the 

service is protected. 

D. 76-77.5 GHz and 78-85 GHz Band Radio Astronomy  

Radio Physics has discussed the Radio Physics stand-off threat detection device 

technology with the NRAO and does not expect any concerns with operations to Radio 

Astronomy in the 76-77.5 GHz and 78-85 GHz bands.  The coordination requirements in Section 

101.1523 of the Commission’s rules will prevent harmful interference to radio astronomy from 

Radio Physics stand-off threat detection device units, which would not typically be deployed in 

the remote areas in which radio astronomy stations are located.  Further, Radio Physics suggests 

the Commission add a condition to each Radio Physics stand-off threat detection device license 

prohibiting quiet zone operations as described above.  

E. Conditions of Operation 

To ensure licensees of Radio Physics stand-off threat detection devices comply with the 

above operational parameters, Radio Physics proposes the Commission include the following 

condition, similar to the condition provided on 70-80-90 GHz Band Service authorizations, on all 

Radio Physics stand-off threat detection device licenses: 

“This nationwide, non-exclusive license qualifies the licensee to register 
the operations of a Radio Physics stand-off threat detection device.  The license is 
permitted under the provisions of FCC Waiver Order _______.  The license does 
not authorize any operation of a link that is not coordinated with the National 
Telecommunications and Information Administration with respect to Federal 
Government operations in the 71-86 GHz band and posted as a registered system 
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with the third-party database manager.  Nor does this license authorize operation 
of any link that requires the submission of an environmental assessment, is 
located in a quiet zone, or is in an area subject to international coordination. For 
such links, the licensee must file FCC Form 601 Schedule M with the FCC for 
approval in addition to submitting the link to a third-party Database Manager for 
registration. See Public Notice, DA 04-1493 (rel. May 26, 2004) 
>http://hraunfoss.fcc.gov/edocs_public/attachmatch/DA-04-1493A1.doc.   
Further, operations are conditioned on the use of the Radio Physics stand-off 
threat detection device not being used to illuminate any public roadway.” 

Although the operational parameters of the Radio Physics stand-off threat detection 

device, coupled with the licensing conditions will prevent harmful interference to other radio 

services, Radio Physics would also agree to a condition limiting the deployment of Radio 

Physics stand-off threat detection devices to no more than 1,000 units during the first year after 

grant of waiver to allow the market to monitor deployments for potential impacts.  Radio Physics 

is confident that no harmful interference will occur. 

V. There is Strong Support for the Radio Physics Stand-Off Threat Detection 
Device

Radio Physics has been working with former FBI Agent Jeff Muller, who is the founder 

of a company that specializes in equipping advising schools on safety and security and 

incorporates advanced security technology.  This holistic solution using technology and systems 

such as the Radio Physics stand-off threat detection device is just one piece of a multi-layered 

security strategy, but it is an essential component to keeping students, teachers, administrators 

safe in our schools.  Exhibit C has a letter from Mr. Muller’s firm describing his need for this 

technology.  

In addition, attached as Exhibit D is a letter from leading point-to-point microwave 

millimeter wave radio manufacturer REMEC Broadband Wireless Networks (“REMEC”) 

providing its support for Radio Physics’ stand-off threat detection device operations in the 71-76 
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and 81-86 GHz bands.  REMEC echoes Radio Physics’ belief that the Radio Physics stand-off 

threat detection device will not cause harmful interference to point-to-point operations due to the 

high degree of antenna discrimination. 

Radio Physics has also been approached by the architecture firm PBK, which specializes 

in school design. They recognize the value of the Radio Physics stand-off threat detection device 

in school safety and security and have expressed their interest to integrate the Radio Physics 

stand-off threat detection device into their school safety designs to offer improved safety and 

security to schools.  PBK also provided valuable assistance in introducing Radio Physics to 

Texas and Houston law enforcement agencies. A letter in support from PBK is attached as 

Exhibit E.  





EXHIBIT A

Technical Parameters 

Minimum antenna gain:  42 dBi  

Duty Cycle:  no greater than 50% 

15 GHz sweep time:  up to 300 microseconds   

Bandwidth:  15 GHz (71-86 GHz) 

Output power:  7 dBm 

Radiated power: 49 dBm EIRP 

Polarization: Linear 

RF Safety:  Complies with 1.1310 RF Exposure Limits.   
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3. OBJECTIVE 

9c``S\bZg bVS 20 >?h b] ,,+ >?h T`S_cS\Qg `O\US Wa `SaS`dSR ^`W[O`WZg eWbVW\ bVS =99 `SUcZObW]\a 
O\R W\bS`\ObW]\OZ `ORW] T`S_cS\Qg `Sa]c`QS `SUcZObW]\a T]` `ORW] Oab`]\][g O^^ZWQObW]\a' [WQ`]eOdS 
TWfSR ZW\Y `ORW]a O\R dSVWQcZO` `ORO`' Oa eSZZ Oa dS`g Z]e ^]eS` `ORW]a) 

HORW] FVgaWQa I]ZcbW]\a $HFI% Wa RSdSZ]^W\U O [WZZW[SbS`(eOdS `ORO` RSdWQS T]` ^cPZWQ a^OQS 
ac`dSgW\U ]^S`ObW]\a) JVWa RSdWQS QO\ ]^S`ObS W\ bVS T`S_cS\Qg `O\US 20 >?h b] ,,+ >?h' Ob O 
[OfW[c[ ^]eS` ZSdSZ ]T 0 [M) 7 RW`SQbWdS O\bS\\O eWbV O UOW\ ]T /- R8W ^`]dWRSa O RSbSQbW]\ `O\US 
]T c^ b] -0 [) =]` STTWQWS\b ]^S`ObW]\' Ob ZSOab ,0 >?h ]T Q]\bWUc]ca PO\ReWRbV Wa `S_cW`SR)

JVS RSdWQS QO\\]b PS QS`bWTWSR c\RS` Qc``S\b =99 `cZSa O\R `SUcZObW]\a' eWbV bVS OP]dS([S\bW]\SR 
^O`O[SbS`a) 7 aS`WSa ]T bSaba eS`S ^S`T]`[SR b] RS[]\ab`ObS bVOb bVS `WaY ]T W\bS`TS`S\QS eWbV 
QS`bWTWSR RSdWQSa OZ`SORg ]^S`ObW\U bVS aO[S T`S_cS\Qg PO\R Wa \SUZWUWPZS' O\R bVOb O eOWdS` QO\ PS 
WaacSR Pg bVS =99 b] ^S`[Wb ]^S`ObW]\ ]T bVWa RSdWQS) 

JVS RSdWQS eOa SfS`QWaSR W\ bVS Z]eS` ]^S`ObW\U T`S_cS\Qg `O\US $20 >?h b] 4+ >?h% b] W\dSabWUObS 
WT Wb e]cZR W\bS`TS`S eWbV QS`bWTWSR H=(O^^ZWQObW]\a ]^S`ObW\U W\ bVS aO[S T`S_cS\Qg PO\R' ]` O acPaSb 
]T Wb) 

Je] O^^ZWQObW]\a VOdS PSS\ aSZSQbSR b] Q]\RcQb bVWa W\dSabWUObW]\5
" CWQ`]eOdS TWfSR(ZW\Y ^]W\b(b](^]W\b `ORW] ]^S`ObW\U Ob 3, >?h) 
" dSVWQcZO` `ORO` T]` ORO^bWdS Q`cWaS Q]\b`]Z Tc\QbW]\OZWbg' ]^S`ObW\U PSbeSS\ 21 O\R 22 >?h 
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4. SUMMARY 

CWQ`]eOdS TWfSR ZW\Y

;SU`ORObW]\ ]T ^S`T]`[O\QS' W\ bVS []ab Sfb`S[S QOaS `SacZbW\U W\ Z]aa ]T ag\QV`]\WhObW]\ PSbeSS\ 
b`O\a[WbbS` O\R `SQSWdS`' eOa ]PaS`dSR eVS\ RW`SQbW\U bVS PSO[ ]T bVS W\bS`TS`W\U `ORO` RW`SQbZg 
b]eO`Ra bVS `SQSWdW\U O\bS\\O O^S`bc`S) MVS\ bVS `ORO` PSO[ eOa \]b RW`SQbZg ^]W\bSR b]eO`Ra bVS 
`SQSWdW\U O\bS\\O' \] RSU`ORObW]\ ]T ZW\Y _cOZWbg eOa ]PaS`dSR)

LSVWQcZO` `ORO`

D] RSU`ORObW]\ ]T ^S`T]`[O\QS VOa PSS\ ]PaS`dSR Ob O\g bW[S ]` Sf^]ac`S aQS\O`W])
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5. EQUIPMENT UNDER INVESTIGATION (EUI) 

CO\cTOQbc`S`5 HORW] FVgaWQa I]ZcbW]\a
Jg^S5 CWHJB< C.+
MWRSPO\R T`S_cS\Qg(aeS^b [WZZW[SbS`(eOdS `ORO` T]` ^cPZWQ a^OQS aSQc`Wbg ac`dSgW\U

System Setup during testing 

E^S`ObW\U T`S_cS\Qg `O\US 20 >?h k ,,+ >?h
9]\RcQbSR ^SOY ]cb^cb ^]eS` 0 [M
HORWObSR ^SOY ]cb^cb ^]eS` /4 R8[ <WHF
7\bS\\O UOW\ /- R8W
IW\UZS aeSS^ bW[S .++ ja
IeSS^ `ObS .',++ *a
;cbg QgQZS ,++"

F]eS` ac^^Zg SfbS`\OZ ,- L;9
7RRWbW]\OZ Q]\\SQbW]\a B7D' Q]\b`]Z ^]`b T]` []b]` UW[POZ

?M dS`aW]\5 K\Y\]e\
=M*IM dS`aW]\ K\Y\]e\

JVS C.+ Wa Q]\\SQbSR b] O F9 `c\\W\U O a]TbeO`S W\bS`TOQS T]` OQQSaa O\R Q]\b`]Z) @b Wa []c\bSR ]\ 
O []b]`(UW[POZ eVWQV QO\ OZa] PS Q]\b`]ZZSR dWO bVS aO[S a]TbeO`S) 7 PcWZb(W\ VWUV(`Sa]ZcbW]\ QO[S`O 
Wa OZWU\SR eWbV bVS [OW\ RW`SQbW]\ `ORWObW]\ ]T bVS `ORO` O\bS\\O) JVS QO[S`O W[OUS Wa OdOWZOPZS Ob 
bVS Q]\b`]Z F9) MWbV bVWa TSObc`S bVS C.+ QO\ PS SOaWZg OZWU\SR `SUO`RW\U RW`SQbW]\ ]T `ORWObW]\)

JV`]cUV bVS a]TbeO`S bVS T`S_cS\Qg `O\US cbWZWhSR' ]cb^cb ^]eS` O\R b`O\a[WbbS` ^]eS` 
S\OPZS*RWaOPZS QO\ PS Q]\b`]ZZSR) @\ bVWa QOaS bVS aSZSQbSR T`S_cS\Qg `O\US eOa 20 >?h b] 4+ >?h) 
Ecb^cb ^]eS` eOa aSb b] [OfW[c[ $0 [M%)

7\g Q][[O\R WaacSR dWO bVS a]TbeO`S eOa SQV]SR W\ O Q][[O\R aVSZZ S\ac`W\U bVOb bVS C.+ eOa 
aSb b] bVS RSaW`SR ]^S`ObW\U []RS)
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6. EXPOSED EQUIPMENT (Victim) 

6.1 Microwave Fixed Link

CO\cTOQbc`S`5 8`WRUSMOdS
Jg^S5 =ZSf/>(,++++
[[MOdS =WfSR(BW\Y F]W\b(J](F]W\b HORW]
=c`bVS` ^`]RcQb W\T]`[ObW]\ ]\ [O\cTOQbc`S`la V][S^OUS)

9][^]\S\b LS`aW]\ =/>IM +,)+0)+, d/02+ $++,3(+1(,3 ,.5/1%
=F>7 ++)+,),2 $-+,2(+0(+,% $7<I' Ig\Q<' 9FH@' BW\Y@;%
C]RS[ =M5 ,,+)+,)33
8]O`R@; 886-+ $+f,/%' =F>76+- $+f-% >- $Ig\Q<%

<_cW^[S\b K\RS` JSab IS`WOZ Dc[PS`5 8>MLH8,2-,.+-.
C]RSZ5 =ZSf/>(,++++(7DI@(B
J`O\a[Wb B]e5 2, ( 21 >?h
HSQSWdS ?WUV5 3, ( 31 >?h
?M dS`aW]\5
=M*IM dS`aW]\5

Ic^^]`b <_cW^[S\b IS`WOZ Dc[PS`5 8>MLH8,2-,.++/
C]RSZ5 =ZSf/>(,++++(7DI@(?
J`O\a[Wb ?WUV5 3, ( 31 >?h
HSQSWdS B]e5 2, ( 21 >?h 
?M dS`aW]\5
=M*IM dS`aW]\5

JVS [WQ`]eOdS TWfSR ZW\Y agabS[' VS`SW\ QOZZSR =B' Wa RSaWU\SR b] b`O\a[Wb*`SQSWdS RObO `ObSa c^ b] 
,+ >P*a Ob -01 G7C' OQ`]aa RWabO\QSa ]T [cZbW^ZS YWZ][SbS`a) @b QO\ PS aSb c^ O\R Q]\b`]ZZSR eWbV O\ 
OcfWZWO`g F9) MWbV bVS aO[S F9 bVS ^S`T]`[O\QS ^O`O[SbS`a ZWYS ZW\Y abObca' HII@' 8<H O\R ]bVS`a 
QO\ PS []\Wb]`SR `SOZ(bW[S)
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6.2 Vehicular radar 

CO\cTOQbc`S`5 8]aQV
Jg^S5 BHH/
B]\U(`O\US `ORO` aS\a]`' ac``]c\R aS\a]` T]` `ORO`(POaSR R`WdS` OaaWabO\QS agabS[a
=`S_cS\Qg `O\US5 21 >?h ( 22 >?h
;SbSQbW]\ `O\US5 +).1 [ ( -0+ [
=c`bVS` ^`]RcQb W\T]`[ObW]\ ]\ [O\cTOQbc`S`la V][S^OUS)
LSVWQcZO` `ORO` W\ -+,3 9V`gaZS` FOQWTWQO ?gP`WR

LSVWQcZO` `ORO` S\OPZSa bVS ORO^bWdS Q`cWaS Q]\b`]Z $799% agabS[ ]T bVS QO`) MVS\ OQbWdObSR' O 
ag[P]Z W\ bVS W\ab`c[S\b QZcabS` W\RWQObSa bVOb 799 Wa S\OPZSR' bVS QO` bVS\ b`WSa b] OQQSZS`ObS b] bVS 
^`SaSb a^SSR) JVS `ORO` Wa Q]\bW\c]caZg aQO\\W\U bVS O`SO OVSOR ]T bVS QO`) 7a Z]\U Oa \] ]bVS` QO` 
Wa RSbSQbSR' bVS ̂ `SaSb a^SSR eWZZ PS [OW\bOW\SR) @T O QO` Wa RSbSQbSR OVSOR' bVS 799(ag[P]Z W\RWQObSa 
RSbSQbW]\ OQQ]`RW\UZg) @T bVS RWabO\QS b] bVS QO` OVSOR `SRcQSa' bVS 799(Q]\b`]ZZSR QO` `SRcQSa 
a^SSR Ocb][ObWQOZZg O\R [OW\bOW\a O aOTS RWabO\QS b] bVS QO` OVSOR' c^ b] Q][^ZSbS abO\RabWZZ)
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7. TEST SCENARIOUS 

7.1 Interference from the EUI towards mmWave Fixed-Link 

Test Configuration 
E^S`ObW\U =`S_cS\Qg5 3,)1-0 >?h
9]\RcQbSR J`O\a[Wb F]eS`5 - R8[ * ,)1 [M
J`O\a[Wb 8O\ReWRbV5 , >?h
C]RcZObW]\5 ,1 G7C
;ObO HObS5 . >P*a
HS^]`bSR HII@5 (.,)2 R8[ $eWbV]cb W\bS`TS`S`%
F]ZO`WhObW]\5 ?]`Wh]\bOZ

<ZSdObW]\ ]T J`O\a[WbbW\U K\Wb5 ,/.+ [[ OP]dS U`]c\R
<ZSdObW]\ ]T HSQSWdW\U K\Wb5 ,/0+ [[ OP]dS U`]c\R

<ZSdObW]\ ]T CWHJB< C.+ @\bS`TS`S`5 ,,1+ [[ OP]dS U`]c\R 
IeS^b =`S_cS\Qg HO\US5 20 >?h b] 4+ >?h

CWQ`]eOdS b`O\a[WbbS` O\R ̀ SQSWdS` eS`S ̂ ZOQSR Ob 2+ [ RWabO\QS O^O`b) JVSW` O\bS\\Oa eS`S OZWU\SR 
b] ]PbOW\ O\ HII@ ]T (.,)2 R8[' bVS PWb S``]` `ObS $8<H% eOa +)++) =]`eO`R S``]` Q]``SQbW]\ eOa 
OZeOga S\OPZSR Rc`W\U bSabW\U)

JVS C.+ eOa Z]QObSR b] bVS `WUVb aWRS ]T bVS =B b`O\a[WbbS`' eWbV O\ ]TTaSb ]T ,)2 [ T`][ bVS =B ZW\S(
]T(aWUVb) MWbV bVS C.+(b`O\a[WbbS` RWaOPZSR' Wb eOa aSb c^ eWbV Wba RW`SQbW]\ ]T `ORWObW]\ b] ^]W\b RW`SQbZg 
Ob bVS =B `SQSWdS O\bS\\O) JVS OhW[cbV ]T bVS C.+ eOa bVS\ aSb b] O\ O\UZS ]T /0i b] bVS `WUVb' aSS 
=WU) , CWQ`]eOdS =WfSR BW\Y JSab 9]\TWUc`ObW]\ 

JVS C.+ eOa aSb b] aeSS^ OQ`]aa bVS T`S_cS\Qg `O\US 20 >?h b] 4+ >?h eWbV bVS b`O\a[WbbS` 
OQbWdObSR)

JVS PWb S``]` `ObS ]T bVS =B eOa `SQ]`RSR) JVS O\UZS ]T bVS C.+ eOa `SRcQSR O\R bVS =B 8<H OUOW\ 
`SQ]`RSR) JVWa abS^ eOa `S^SObSR acQQSaaWdSZg c\bWZ bVS C.+ eOa RW`SQbSR b]eO`Ra bVS =B `SQSWdS 
O\bS\\O Ob +i)
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7.2 Interference from the EUI towards Vehicular Radar 

Test Configuration 
LSVWQcZO` HORO` E^S`ObW\U =`S_cS\Qg HO\US5 21 ( 22 >?h
<ZSdObW]\ ]T HORO` K\Wb W\ 9O`5 .3+ [[ OP]dS U`]c\R

<ZSdObW]\ ]T CWHJB< C.+5 .30 [[ OP]dS U`]c\R
IeS^b T`S_cS\Qg `O\US 20 >?h b] 4+ >?h

JVS QO` c\RS` bSab $9KJ% S_cW^^SR eWbV 799(agabS[' eOa R`WdW\U ]\ O ab`OWUVb ZW\S' O^^`]fW[ObSZg 
0+ [) JVS QO`la `ORO` Wa []c\bSR W\ bVS QS\bS` ]T bVS QO` c\RS`\SObV bVS T`]\b Pc[^S`' a] Wba ^]aWbW]\ 
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8. TEST RESULTS 

8.1 Microwave Fixed Link 

M30 azimuth FL BER Remarks
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8.2 Vehicular Radar 

i).. ACC-enabled drive-by, 20 mph

M30 azimuth Test case Speed (mph) Observations
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ii).. ACC-enabled, following pace car

M30 azimuth Test case Speed (mph) Observations
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9. TEST SETUP DIAGRAMS AND PHOTOGRAPHS 

9.1 Microwave Fixed Link 

9.1.1 Microwave Fixed Link Test Configuration Diagram 

Fig 1. Microwave Fixed Link Test Configuration 
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9.1.2 Microwave Fixed Link Test Setup Photographs 

Fixed Link with MiRTLE M30 Interferer 

Microwave Fixed Link @ 70m Distance 
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9.2 Vehicular Radar 

9.2.1 Vehicular Radar Test Configuration Diagram 

Fig. 2 Vehicular Radar Interference Test Configuration 
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10. MISCELLANEOUS VEHICULAR INFORMATION 

Vehicular Radar Label 

Pacifica Vehicle  
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Dodge Ram Vehicle  
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ARCHITECTURE  \\  ENGINEERING  \\  PLANNING  \\  TECHNOLOGY  \\  FACILITY CONSULTING

 

September 14, 2018 
 
 
Re: Letter of Interest - Radio Physics Solutions   
 
To Whom It May Concern,  
 
PBK recently had the opportunity to meet with Mr. Gary King, Chief Executive Officer at Radio 
Physics Solutions and review their stand-off detection and warning technology for person borne 
concealed threats (explosives and weapons). 
 
For context, PBK is one of the largest AE practices nationally, having a core competency and 
strength in the design of innovative, sustainable, and secure educational environments (both K12 
and Higher Education). PBK was recently identified by the Houston Business Journal as the 
Houston-area’s largest architecture firm when ranked by local billings. The approximate 
construction cost of educational related design performed by PBK nationwide in 2018 exceeds 
$1.5BB (USD). 
 
Based on our initial assessment of the technology that Mr. King and Radio Physics showcased to 
us, we believe the market within the educational community for this technology is exceptional. If 
Radio Physics’ technology can deliver on the promised capabilities it has the potential to be a 
game changer for how school safety is done in the United States.  
 
PBK is very interested in partnering with and testing Radio Physics’ safety technology. If field 
tested performance matches the predicted capabilities, we would likely view Radio Physics 
technology as a key component of any future safety and security provisioning that we advocate to 
our school clients. 
 
PBK looks forward to working with Radio Physics Solutions and to helping create safer school 
environments universally.  
 
If you have any questions, please feel free to contact me. 
 
 
Sincerely,  
 
 
 
 
 
Ian Powell, AIA, LEED AP BD+C 
Partner, Security Practice Leader 
 
 
 


